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ﬁ SISTEMA

1.0 INTRODUGAO E MENSAGEM DA ALTA DIREGAO

Este Programa de Integridade e Cédigo de Etica da Sistema Informatica serve como o norteador
oficial de nossas agbes, decisdes e interagbes diarias. No setor de tecnologia, a inovagao é
constante, mas nossos principios devem ser permanentes. Este documento consolida a cultura
organizacional que desejamos cultivar: um ambiente onde a exceléncia técnica caminhe lado a
lado com a responsabilidade.

Ele estabelece os padrdoes claros de comportamento esperados de todos 0s nossos
colaboradores, gestores, diretores e, extensivamente, de nossos parceiros de negécio e
fornecedores. Através destas diretrizes, buscamos néo apenas prevenir desvios, mas promover
um ambiente de trabalho justo, seguro e inspirador. Recomendamos a leitura atenta e reflexiva
de cada capitulo, este é o alicerce para o nosso crescimento sustentavel.

A nossa reputacdo é construida a cada decisdo. Na Sistema Informatica, entendemos que a
exceléncia tecnolégica s6 é sustentavel se for construida sobre uma base de transparéncia
absoluta. Como lideres desta organizacao, declaramos que para nés, a ética ndo é negociavel e
prevalece sobre qualquer objetivo comercial ou meta de curto prazo.

Assumimos a responsabilidade de liderar pelo exemplo. Por isso, garantimos que este Programa
de Integridade possui total autonomia e os recursos necessarios para atuar de forma eficaz. Mais
do que isso: asseguramos que nenhum colaborador sofrera qualquer tipo de retaliagéo por seguir
os preceitos éticos aqui descritos ou por reportar preocupacdes de boa-fé. Nao toleramos
desvios. Estamos empenhados em manter um ambiente onde a honestidade seja a uUnica regra.
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ﬁ SISTEMA

2.0 CONDUTA PROFISSIONAL E AMBIENTE DE TRABALHO

Na Sistema Informatica, o respeito mutuo e a seguranga séo os pilares que sustentam nossa
inovacao e garantem o bem-estar de todos. Entendemos que um ambiente de trabalho saudavel
é solo fértil para a criatividade técnica e para a retengao de talentos.

2.1 Respeito, Diversidade e Inclusao

Valorizamos a diversidade como uma vantagem estratégica e promovemos um ambiente
inclusivo onde cada voz € ouvida.

Tolerancia Zero & Discriminacdo: E terminantemente proibida qualquer forma de
discriminagao, seja por raga, cor, religido, género, orientagao sexual, idade, origem social
ou deficiéncia.

Igualdade de Oportunidades: Nossas decisdbes de contratagdo, promogido e
desenvolvimento sdo baseadas exclusivamente no mérito, competéncia e desempenho
profissional.

Comportamento Proativo: Esperamos que todos os colaboradores contribuam para um
clima de cordialidade, tratando colegas, clientes e fornecedores com urbanidade e
educacao.

2.2 Politica de Assédio Zero e Dignidade

Repudiamos de forma absoluta o assédio moral e sexual em todas as suas formas.

Assédio Moral: Nao toleramos condutas que exponham o colaborador a situagdes
humilhantes, piadas ofensivas, isolamento forgado ou exigéncias abusivas que atentem
contra a dignidade psiquica.

Assédio Sexual: Proibimos qualquer abordagem de cunho sexual ndo solicitada,
insinuacdes, gestos ou contatos fisicos que criem um ambiente hostil ou constrangedor.

Abuso de Poder: O uso da posi¢éo hierarquica para intimidar, coagir ou obter vantagens
pessoais € considerado uma falta grave e sera severamente punido conforme nosso
regime disciplinar.

2.3 Saude, Seguranga e Bem-Estar

Comprometemo-nos a manter um ambiente de trabalho seguro e saudavel para todos os nossos
profissionais.

Cumprimento de Normas: Exigimos o cumprimento rigoroso das normas de seguranga
do trabalho por todos, sem excegdes.

Responsabilidade Individual: Cada colaborador é responsavel por zelar por sua propria
seguranca e pela de seus colegas, reportando imediatamente qualquer condigéo de risco
detectada nas instalagbes da empresa.
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ﬁ SISTEMA

3.0 PROTEGAO DE ATIVOS E SEGURANGA DA INFORMAGCAO

Na Sistema Informética, nossos ativos tangiveis e intangiveis sdo a base da nossa vantagem
competitiva. A protecdo desses recursos é responsabilidade de todos, garantindo a continuidade
do negécio e a confianga de nossos clientes.

3.1 Propriedade Intelectual e Confidencialidade

Todo o conhecimento gerado dentro da empresa é um patriménio estratégico.

Titularidade: Softwares, cédigos-fonte, algoritmos, metodologias, planos de negdcio e
documentos criados por colaboradores ou prestadores de servigo no exercicio de suas
fungdes sao de propriedade exclusiva da Sistema Informatica.

Sigilo Profissional: Informagdes confidenciais, segredos de negécio e dados técnicos nao
devem ser compartilhados com terceiros sem autorizagao prévia e formal. Este dever de
sigilo permanece vigente mesmo apds o desligamento do colaborador ou o
encerramento de contratos com parceiros.

Uso de Software de Terceiros: E terminantemente proibida a instalagao de softwares ndo
licenciados ou sem a devida autorizagdo do setor de TI, visando evitar riscos de
seguranca e infragdes de direitos autorais.

3.2 Protecao de Dados Pessoais (LGPD)

Atuamos em conformidade rigorosa com a Lei Geral de Protecdo de Dados Pessoais.

Tratamento Etico: Coletamos e tratamos dados pessoais de clientes, colaboradores e
fornecedores apenas para finalidades legitimas, especificas e informadas.

Segurancga Técnica: Aplicamos absoluto rigor técnico e medidas de seguranga (como
criptografia e controle de acesso) para evitar acessos ndo autorizados, vazamentos ou
destruicao acidental de dados.

Privacidade por Design: Nossos projetos de tecnologia devem ser pensados, desde a
concepgao, para proteger a privacidade dos titulares dos dados.

3.3 Uso Adequado de Equipamentos e Recursos de Tl

Os recursos tecnolégicos fornecidos pela empresa sao destinados estritamente ao desempenho
das atividades profissionais.

Zelo pelo Patrimbnio: Computadores, dispositivos méveis e acessos a rede devem ser
utilizados com cuidado, sendo o usuario responsavel por zelar pela integridade fisica do
hardware sob sua posse.

Restricdes de Uso: E vedada a utilizagdo dos recursos da empresa para atividades
ilicitas, acesso a conteudos inapropriados ou disseminagao de mensagens que violem
NOSSOS principios éticos.

Monitoramento: Para garantir a seguranga cibernética e a conformidade com as leis, a
empresa reserva-se o direito de monitorar o uso de seus sistemas e ferramentas de
comunicacgao, respeitando os limites legais.
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ﬁ SISTEMA

4.0 ETICA NAS RELAGOES COM O MERCADO

Nossa competitividade é baseada fundamentalmente na competéncia técnica e na transparéncia.
Na Sistema Informatica, atuamos de forma ética para garantir que o crescimento da organizagao
seja fruto de relagdes comerciais justas e do respeito integral as leis de mercado.

4.1 Concorréncia Leal e Livre Mercado

Respeitamos nossos concorrentes e acreditamos que a competicao saudavel eleva o padrao de
qualidade do setor de tecnologia.

e Integridade Competitiva: Competimos com base na qualidade técnica de nossas
solugdes e servigos.

e Praticas Proibidas: E terminantemente proibida a pratica de espionagem industrial, a
obtencao de informacgdes confidenciais de concorrentes por meios ilicitos ou acordos de
fixagdo de pregos, como a formagao de cartéis.

e Respeito a Reputacdo: Nao utilizamos meios desonestos para denegrir a imagem de
concorrentes ou para interferir em seus contratos vigentes.

4.2 Qualidade, Marketing e Comunicag¢ao Verdadeira

Nossa comunicagdo com o mercado deve ser sempre pautada pela honestidade e pela precisao
técnica.

¢ Veracidade: Todas as nossas comunicagdes, sejam elas comerciais ou institucionais,
devem ser verdadeiras e fundamentadas em fatos.

e Compromisso Técnico: Nao fazemos promessas técnicas que nao tenhamos capacidade
de cumprir, garantindo a entrega do que foi acordado com o cliente.

e Publicidade Etica: Repudiamos a utilizagdo de publicidade enganosa ou qualquer forma
de inducéo ao erro por meio de informagdes ambiguas.

4.3 Prevencao a Lavagem de Dinheiro e Crimes Financeiros

Estamos comprometidos com o combate a atividades ilicitas e com o fortalecimento do sistema
financeiro nacional.

e Origem de Recursos: A empresa nao aceita pagamentos em espécie de origem duvidosa
ou que ndo possuam lastro documental claro.

¢ Monitoramento Ativo: Monitoramos transagdes atipicas, como pagamentos fracionados
sem justificativa ou valores provenientes de terceiros n&o relacionados ao contrato, para
prevenir a ocultagdo de valores ilicitos.

e Conheca seu Cliente: Antes de firmar parcerias de alto valor, realizamos uma verificagao
para assegurar que a origem dos fundos do cliente é licita.
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ﬁ SISTEMA

5.0 INTERAGAO COM O SETOR PUBLICO E LICITAGOES

Nossa relagdo com a administragéo publica é pautada pela legalidade estrita e pelo respeito ao
patriménio publico. Atuamos em licitagdes e contratos com transparéncia total, assegurando que
cada interagdo com agentes publicos siga os mais altos padrdes de integridade.

5.1 Integridade em Processos Licitatérios

A participagcao em licitagbes exige um comportamento ético exemplar para garantir a justica do
certame.

o Competitividade: Proibimos terminantemente qualquer tentativa de frustrar ou fraudar o
carater competitivo de editais.

e Vedacdes: E proibido oferecer, prometer ou dar, direta ou indiretamente, qualquer
vantagem indevida a servidores publicos ou a terceiros a eles relacionados.

e Contatos com Agentes Publicos: Qualquer interagdo com funcionarios publicos durante
um processo licitatério deve ser formal e documentada, evitando reunides privadas ou
sem pauta definida.

5.2 Gestao de Contratos Publicos

A execucgao de contratos com a administragdo publica deve refletir a mesma exceléncia técnica
aplicada aos nossos clientes privados.

e Fidelidade Contratual: A execugao técnica e financeira dos contratos deve ser impecavel,
garantindo que o que foi licitado seja efetivamente entregue.

e Transparéncia na Medicéo: Todas as medi¢des de servigos e notas fiscais emitidas para
entes publicos devem ser precisas e corresponder estritamente ao trabalho realizado.

5.3 Atuacao de Representantes Externos e Terceiros
A responsabilidade da empresa estende-se aqueles que agem em nosso nome.

e Diligéncia: Caso a empresa utilize terceiros, como consultores ou despachantes, estes
serao auditados previamente.

e Responsabilizagdo: Terceiros responderao criminalmente por qualquer ato ilicito
praticado em nome da Sistema Informatica.

e Clausulas de Compliance: Todos os contratos com representantes que possuam
interface publica devem conter clausulas anticorrupgao especificas.

5.4 Prevencgao de Atos Lesivos
Estamos atentos as vedagdes impostas pela Lei Anticorrupgao (Lei n® 12.846/2013).

e Financiamento llicito: E proibido financiar, custear ou patrocinar a pratica de atos ilicitos
contra a administragao publica.

e Obstrugdo de Justica: Nao toleramos qualquer ato que dificulte a atividade de
investigacao ou fiscalizacao de érgaos, entidades ou agentes publicos.
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ﬁ SISTEMA

6.0 GESTAO DE RISCOS E MELHORIA CONTINUA

Antecipar falhas é a melhor forma de proteger nossa integridade. Na Sistema Informatica,
entendemos que os riscos mudam conforme o mercado e a tecnologia evoluem, por isso,
monitoramos nossos processos continuamente para identificar vulnerabilidades e aprimorar
nossos controles, garantindo que o programa de integridade evolua junto com a empresa.

6.1 Mapeamento e Avaliagao de Riscos
A gestao de riscos € um processo preventivo e sistematico.

e Avaliacdo Periédica: Realizamos o mapeamento constante dos nossos processos
internos para identificar riscos de fraude, corrupgao, conflitos de interesse ou violagdes
regulatérias.

e Matriz de Riscos: Categorizamos os riscos de acordo com o seu impacto e probabilidade,
priorizando agdes corretivas.

e Frequéncia: O mapeamento é revisado anualmente ou sempre que houver mudangas
significativas na estrutura da empresa ou na legislagao vigente.

6.2 Monitoramento e Auditoria Interna

e Testes de Controle: Realizamos auditorias internas periédicas em departamentos
sensiveis, como financeiro, compras e vendas, para garantir que as diretrizes deste
manual sejam aplicadas na pratica.

e Indicadores de Performance: Monitoramos o numero de denudncias, o tempo de
resolucao de casos e a adesdo aos treinamentos como forma de medir a satde do nosso
ambiente ético.

6.3 Resposta Rapida e Remediagao

Caso uma irregularidade ou uma falha de controle seja detectada, a empresa agira com
agilidade.

e Interrupc¢ao do Ato: A primeira prioridade é interromper imediatamente qualquer ato ilicito
ou antiético identificado.

e Planos de Acao: Para cada falha encontrada, é gerado um plano de remediacdo que
inclui a corregao do dano e a implementagao de novos controles para que o erro nao se
repita.

e Reparacdo: Adotaremos as medidas necessarias para reparar danos causados a
sociedade, ao governo, ao meio ambiente ou a terceiros.

6.4 Atualizagao e Melhoria Continua
O nosso Programa de Integridade € um organismo vivo.

e Feedback do Canal de Etica: As tendéncias de relatos recebidos no Canal de Etica sdo
utilizadas como base para atualizar este manual e os treinamentos da empresa.

e Benchmarking: Buscamos as melhores praticas de compliance para garantir que a
Sistema Informatica esteja sempre na vanguarda da governanga corporativa.

Programa de Integridade e Cédigo de Etica — Revis&o 02-20-11-2025



ﬁ SISTEMA

7.0 DILIGENCIA COM PARCEIROS E FORNECEDORES

Nossa integridade depende também de quem escolhemos para caminhar conosco. Na Sistema
Informatica, selecionamos parceiros, fornecedores e prestadores de servigo que partilham dos
nossos valores, assegurando que toda a nossa cadeia de valor opere com ética,
responsabilidade e dentro da legalidade.

7.1 Selegao e Critérios Eticos

A escolha de um parceiro de negdcio ndo deve basear-se apenas no preco ou na competéncia
técnica, mas também na postura ética.

¢ Reputagédo llibada: Contratamos parceiros, consultores ou representantes que possuam
histérico limpo e reputagao idonea no mercado.

e Vedagbes de Contratagdo: Evitamos contratar empresas que possuam histérico de
envolvimento em trabalho escravo, infantil, crimes ambientais ou casos comprovados de
corrupgao.

e Conformidade Legal: E exigido que todos os fornecedores estejam em dia com as suas
obrigagdes fiscais, laborais e regulatorias.

7.2 Processo de Diligéncia Prévia (Due Diligence)

Antes da assinatura de qualquer contrato estratégico ou de alto risco, realizamos uma avaliagéo
criteriosa.

¢ Questionario de Compliance: Parceiros podem ser solicitados a responder questionarios
sobre as suas politicas anticorrup¢ao e estrutura de governanga.

e Verificacdo de Listas: Consultamos bases de dados publicas e listas de sangdes
governamentais para verificar se o parceiro ou 0s seus socios possuem impedimentos
para contratar com o setor publico ou privado.

e Analise de Risco: Dependendo da natureza do servico, a diligéncia sera mais profunda
e rigorosa.

7.3 Clausulas Contratuais de Integridade
A conformidade deve estar documentada e ser juridicamente vinculativa.

e Clausula Anticorrupgao: Todos os nossos contratos devem possuir clausulas onde o
parceiro declara conhecer e respeitar as leis anticorrupgdo (como a Lei 12.846/13).

e Direito de Auditoria: Reservamo-nos o direito de auditar parceiros estratégicos para
verificar o cumprimento das obrigacdes éticas e contratuais assumidas.

e Rescisdo Imediata: O descumprimento comprovado de normas éticas ou legais por parte
do parceiro é motivo para a rescisao imediata do contrato, sem prejuizo a indenizagdes
cabiveis.
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8.0 CONFLITOS DE INTERESSE E NEUTRALIDADE

Um conflito de interesse surge quando os interesses pessoais, financeiros ou familiares de um
colaborador interferem na sua capacidade de tomar decisdes imparciais e no melhor interesse
da Sistema Informatica, sendo a transparéncia nossa melhor ferramenta para gerir eventuais
situagdes.

8.1 Identificagdo de Conflitos

e Atividades Externas: Colaboradores ndo devem exercer atividades profissionais
externas que conflitem com o horario de trabalho ou que concorram diretamente com os
servigos da empresa.

e Relagcbes com Fornecedores e Clientes: Existe conflito quando um colaborador possui
influéncia na contratagdo de uma empresa pertencente a familiares ou amigos proximos,
ou quando possui participagéo societaria em fornecedores da Sistema Informatica.

e Uso de Informacdes Privilegiadas: E proibido utilizar informacdes confidenciais obtidas
na empresa para beneficio préprio ou de terceiros em investimentos ou negdcios
externos.

8.2 Neutralidade Politica e Institucional

Respeitamos a liberdade individual de cada colaborador, mas mantemos a neutralidade da
empresa.

e Recursos da Empresa: E proibido o uso de recursos da Sistema Informatica (espago
fisico, equipamentos, tempo de trabalho ou marca) para apoiar candidatos, partidos
politicos ou causas ideoldgicas especificas.

e Contribuicdes Politicas: A empresa nao realiza doagdes politicas. Contribui¢cdes feitas
por colaboradores em carater pessoal devem ocorrer fora do ambiente de trabalho e sem
qualquer associagcdo com o home da organizagao.

8.3 Contratacao de Parentes e Relacionamentos Internos
A transparéncia garante que o mérito seja sempre o critério principal.

e Parentesco: A contratagdo de parentes de colaboradores é permitida, desde que nao
haja relagdo de subordinacéo direta entre eles ou influéncia no processo de selecdo e
promocgéao.

¢ Relacionamentos Afetivos: Relacionamentos entre colegas sao tratados como esfera
privada, exceto quando geram conflito de interesse hierarquico. Nesses casos, a
situacdo deve ser comunicada ao RH para que medidas de neutralidade sejam
avaliadas.

8.4 Dever de Transparéncia e Declaragao
A existéncia de um conflito de interesse nao €&, por si s6, uma falta ética, mas a sua omissao sim.

e Comunicacdo Obrigatéria: Sempre que um colaborador identificar uma situagdo de
possivel conflito, ele deve comunicar imediatamente ao seu gestor ou ao Comité de
Etica.
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9. HOSPITALIDADE E BRINDES

Na Sistema Informatica, baseamos nossas relagdes comerciais na qualidade técnica e no valor
de nossas solugdes. A troca de brindes ou hospitalidade nunca deve ser utilizada para influenciar
decisdes, criar obrigagbes improéprias ou gerar expectativas de favorecimento.

9.1 Principios Gerais

Toda e qualquer oferta, recebimento de brindes, presentes ou convites devem seguir os
principios da razoabilidade, transparéncia e frequéncia moderada.

e Finalidade Legitima: O ato deve ter natureza estritamente institucional ou de cortesia
comercial, sem qualquer intengéo de obter vantagem indevida.

e Transparéncia: Ofertas feitas em segredo ou que causem desconforto se tornadas
publicas s&o estritamente proibidas.

e Valor Mddico: Brindes devem ter valor simbdlico. Valores que ultrapassem o senso
comum de cortesia podem ser interpretados como tentativa de suborno.

9.2 Interagdao com Agentes Publicos
O rigor é redobrado quando se trata de funcionarios publicos.

e Vedacdo Estrita: E proibido oferecer qualquer presente, brinde, refeicdo ou vantagem a
agentes publicos, exceto brindes institucionais de valor irrisério, desde que permitido
pela legislagao local do 6rgao em questao.

e Hospitalidade Publica: Qualquer despesa de transporte ou estadia para agentes publicos
deve ser autorizada formalmente pelo Comité de Etica e seguir estritamente as normas
da Administragao Publica.
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10.0 CANAL DE ETICA E INVESTIGAGOES

Disponibilizamos um canal seguro e independente para que qualquer violagao a este Manual, as
leis ou as politicas internas possa ser relatada. Garantimos que toda denuncia sera tratada com
0 maximo sigilo, seriedade e rigor.

10.1 Acesso e Disponibilidade

O Canal de Etica esta disponivel para colaboradores, estagiarios, fornecedores, clientes e
qualquer terceiro que possua relagido com a empresa.

e Canais de Contato: Os relatos podem ser feitos através do
etica@sistemainformatica.com.br.

¢ Disponibilidade: O canal funciona de forma ininterrupta, permitindo que o relato seja feito
quando a irregularidade for identificada.

10.2 Garantias de Prote¢ao ao Denunciante
A seguranga de quem reporta é a base do nosso programa de integridade.

¢ Anonimato e Sigilo: O denunciante tem o direito de optar pelo anonimato. Mesmo em
denuncias identificadas, a identidade do relator € mantida em sigilo absoluto durante e
apos a investigagao.

e N3&o Retaliagdo: E estritamente proibida qualquer forma de retaliagdo contra quem
comunica uma preocupagdo de boa-fé. Qualquer tentativa de retaliagdo sera
considerada uma falta grave, sujeita a demissao por justa causa.

e Boa-Fé: Esperamos que os relatos sejam verdadeiros. A utilizagao consciente do canal
para denuncias caluniosas ou falsas também constitui infragéo disciplinar.

10.3 Rito Processual de Investigagao

Para assegurar a imparcialidade, todas as dendncias seguem um rito formal de apuragéo
conduzido pelo Comité de Etica:

1. Triagem Inicial: O relato é recebido e avaliado quanto a sua verossimilhanca e existéncia
de provas minimas ou indicios que justifiquem a abertura de uma investigagéo.

2. Planejamento: Define-se a estratégia de apuragéo, garantindo que os investigadores néo
possuam conflitos de interesse com os envolvidos.

3. Execugédo: Coleta de evidéncias, auditoria de sistemas, analise de documentos e
realizagdo de entrevistas. Todo o processo deve ser documentado de forma segura.

4. Relatério e Parecer: Ao final, é elaborado um relatério técnico concluindo pela
procedéncia ou improcedéncia da denuncia.

5. Decisdo e Resposta: O Comité de Etica decide as sanc¢des cabiveis ou o arquivamento.
O denunciante recebe um feedback sobre o encerramento do caso, respeitando as leis
de privacidade.

10.4 Comité de Etica e Conformidade

As investigagdes sdo supervisionadas pelo Comité de Etica, sendo este composto por membros
da Diregdo, RH e Juridico. O Comité possui autonomia total para decidir sobre as sangoes,
independentemente do cargo ocupado pelo investigado, garantindo que ninguém esteja acima
deste Manual.
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11.0 EDUCAGAO E CONFORMIDADE

A conformidade deve ser parte organica do nosso dia a dia técnico e operacional, para isso,
estabelecemos um programa continuo de capacitagdo para garantir que todos estejam
preparados para tomar as decisdes corretas.

11.1 Treinamentos Mandatoérios e Periédicos
O conhecimento deste Manual é obrigatério para todos os que integram a nossa organizagao.

¢ Integragao: Todo novo colaborador, independentemente do cargo, deve passar por um
treinamento especifico sobre o Programa de Integridade na sua primeira semana de
empresa.

e Sessdes Anuais de Reciclagem: Realizamos sessbes de treinamento anuais para
atualizar a equipe sobre novas obrigacdes e reforgar os valores da empresa.

11.2 Assinatura de Termo e Adesao
A conformidade € um compromisso formal assumido pelo colaborador perante a empresa.

e Termo de Compromisso: Todo profissional, ao ingressar na empresa ou sempre que este
Manual for atualizado, deve assinar o "Termo de Recebimento e Compromisso",
declarando ciéncia e concordancia com as normas estabelecidas.

e Avaliacdo de Desempenho: A adesao aos principios éticos da empresa € um dos critérios
avaliados nos processos de promogéao e desenvolvimento de carreira.

11.3 Papel da Lideranga como Educadora

Nossos gestores possuem a responsabilidade adicional de serem guardides da ética em suas
equipas. Espera-se que a lideranga demonstre, através de suas agbes, 0 compromisso com a
integridade, servindo como primeira linha de consulta para os seus subordinados em caso de
duvidas éticas.

Os lideres devem incentivar um ambiente onde o colaborador se sinta seguro para questionar
processos que possam parecer irregulares.

11.4 Melhoria de Processos através do Aprendizado

A conformidade também se nutre das ligbes aprendidas em incidentes passados. Sempre que
uma violagao ética é identificada, a empresa analisa o caso, ndo apenas para punir, mas para
entender se houve uma falha de treinamento e como evita-la no futuro.
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ﬁ SISTEMA

12. REGIME DISCIPLINAR

A eficacia deste Programa de Integridade depende do compromisso real de cada um de nés. Na
Sistema Informatica, as diretrizes aqui estabelecidas ndo sdo meras sugestdes, mas normas de
conduta obrigatdrias. Garantimos que o descumprimento desses padrdes seja tratado com o
rigor necessario, de forma justa e isondmica, visando proteger a integridade da nossa
organizagao e a segurancga de todos.

12.1 Principios de Aplicacido

Para assegurar a justica em todas as decisdes disciplinares, seguimos trés pilares fundamentais:

Aplicagdo Universal: Nossas normas aplicam-se a todos os colaboradores, sem
excecgao.

Proporcionalidade e Razoabilidade: As sangdes sdo aplicadas de acordo com a
gravidade da infragdo, a natureza do dano causado, o histérico do colaborador e a
existéncia de dolo ou culpa.

Direito ao Contraditério: Antes da aplicagdo de sangdes graves, é garantido ao
colaborador o direito de apresentar sua versao dos fatos ao Comité de Etica ou ao RH.

12.2 Escala de Medidas Disciplinares

As violacbes a este Manual podem resultar nas seguintes agbes, que nao seguem
necessariamente uma ordem sequencial, dependendo da gravidade do ato:

1.

Orientagao Educativa e Feedback: Aplicada em falhas leves e nao reiteradas, onde o
foco é a correcao imediata de conduta e o reforgo da cultura ética.

Adverténcia Verbal ou Escrita: Medida formal para reiteragédo de erros leves ou condutas
de gravidade moderada que exijam registro oficial em prontuario.

Suspenséo: Afastamento temporario das atividades, aplicado em casos de reincidéncia
de faltas médias ou violagdes graves que nao justifiquem, em um primeiro momento, o
desligamento.

Rescisdo Contratual: Aplicada em violagbes graves, atos de corrupgdo, assédio
comprovado, quebra de sigilo ou qualquer acdo que resulte na quebra irremediavel da
confianga necessaria para a relagao de trabalho.

12.3 Implicagdes Legais, Civis e Criminais

A responsabilidade por um ato ilicito pode ultrapassar as fronteiras da empresa.

Acionamento de Autoridades: Em casos que envolvam crimes, a Sistema Informatica
nao hesitara em reportar os fatos as autoridades competentes.

Reparacao de Danos: A empresa buscara, por via judicial, o ressarcimento de quaisquer
prejuizos financeiros ou danos a imagem causados por condutas antiéticas de seus
colaboradores ou parceiros.
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